NIST SP800-124r2:

Guidelines for Securing Mobile Devices
in the Enterprise

The National Institute of Standards and Technology (NIST) released Special Publication 800-124- Revision 2
(NIST SP800-124r2), “Guidelines for Managing the Security of Mobile Devices in the Enterprise,” providing
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readers with comprehensive guidelines and recommendations for managing the security of mobile devices.
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Zimperium MTD, z3A, and zScan capabilities provide coverage for multiple mitigations and
countermeasure recommended by NIST. Zimperium aims to help organizations enhance the security of
mobile devices to protect sensitive data, mitigate security risks, and ensure the integrity, confidentiality,

and availability of information in the context of a mobile-centric world.
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Contact us for more information
on how Zimperium can help you meet
NIST SP800-124r2 standards.
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